
  

 

Abstract—In recent years, mobile ad hoc networks (MANETs) 

have shown much potential in providing wireless network 

solutions for a variety of situations. MANETs are made up of a 

variety of devices (both mobile and internet of things (IoT)) 

which form a wireless network that provides wireless network 

functionality and cloud services and can be used to provide 

wireless services to devices in areas where fixed infrastructure 

is not accessible. Although it is not necessary for a node to be 

connected to fixed wireless or cellular infrastructure for the 

network, even a single node connected to infrastructure opens 

up a wide range of new research opportunities and applications. 

Due to the variety of compatible devices, MANETs are the 

perfect technology for a wide variety of scenarios, such as: 

military, search and rescue operations, and more. Our 

contribution is a complete survey of the applications of 

MANETs, which to our knowledge has not been previously 

documented. This survey will discuss the industries MANETs 

are used in (e.g. education, smart city, etc.), the benefits and 

services they can provide users, and will also explore the 

challenges this technology still experiences 

 
Index Terms—Applications, challenges, emergency services, 

MANET, military, mobile ad hoc network, natural disaster, 

smart city 

 

I. INTRODUCTION 

Mobile ad hoc networks (MANETs) are a type of network 

made up of mobile nodes that form an instant 

self-configuring and self-healing network without fixed 

topology or the need for existing information and 

communications technology (ICT) infrastructure [1], [2]. 

They are easy to deploy, flexible in when and where they can 

be set up, have no (or low) installation, maintenance, or repair 

costs, have no central administration requirements, and do 

not depend on existing infrastructure [1]. MANETs allow 

users to communicate regardless of geographical location, 

and without a physical network requirement. Nodes (e.g. 

mobile or IoT devices) in the network operate as both router 

and host, and can easily be inserted or removed from the 

network because they are typically mobile [2]. The lack of 

traditional and expensive ICT infrastructure makes MANETs 

a prime candidate for a variety of different applications 

including, for example, military communications, search and 

rescue operations, and natural disaster response [3]. They are 

particularly useful in these situations since the technology 

can be implemented quickly and at a low cost, without the 
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need for traditional ICT infrastructure [1]. And while 

MANETs are not the only type of ad hoc network (see, for 

example, vehicular ad hoc networks [4-6], sea ad hoc 

networks [7, 8], flying ad hoc networks [9], [10], and wireless 

sensor networks [11-13] ), their applications across a variety 

of sectors will be the focus of this paper. While MANETs 

have great potential to solve a variety of problems, it is 

necessary to understand how they have been used to support 

solutions in a variety of sectors so that we may better 

understand their limitations, and identify existing gaps in 

their use. A deeper understanding of the applications of 

MANETs could aid in bridging the digital divide, and 

providing (for example) remote, rural, and/or Indigenous 

communities at the ‘last mile’ of the internet with a variety of 

services such as access to healthcare [14], education, and 

more [15-17]. For more information on the digital divide and 

its impacts on remote, rural, and/or Indigenous communities, 

see [17]. 

The paper is organized as follows: in Section II, we present 

a brief history of MANETs and discuss several 

characteristics that inform their use and limitations. 

Following this, we provide a summary of the applications of 

MANET technology across a variety of sectors (Section III). 

Finally, we conclude this paper in Section IV. 

  

II. MOBILE AD HOC NETWORKS 

With the emergence of packet ratio communication in the 

1970s [18], the development of wireless networks without 

reliance on wired infrastructure became feasible. The 

mobility and flexibility provided by this technology led to the 

popularity of wireless networks. Over the past decades, 

telecommunication services have witnessed far-reaching 

changes. Wireless technologies have developed rapidly, have 

enhanced life dramatically, and have provided the ability to 

access network connections almost anywhere at any time. 

Due to the availability and affordability of such technologies, 

a majority of people now have access to and rely on mobile 

devices for their day-to-day activities. 

Mobile ad hoc networks, or MANETs, are a 

self-configured and self-organized multi-hop network [19] 

that is formed by a collection of wireless devices (laptops, 

smartphones, sensors, etc.) without the need for pre-existing 

infrastructure. Each node/wireless device connected to the 

MANET is treated as both router and host to facilitate 

transmission of messages from sender to receiver. That is, 

every node is responsible for routing, security, and providing 

quality-of-service (QoS) [20, 21]. As such, these types of 

networks provide alternative network and communications 

access to locations where infrastructure is inadequate, 

inaccessible, not operational, or non-existent. Due to the lack 
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of infrastructure required, it is possible for MANETs to 

provide network connections anytime, anywhere. 

Before we explore the ways in which MANETs have been 

used, it is necessary to discuss their overarching 

characteristics. These are important because they inform 

when and how a MANET can be used, and the 

challenges/limitations that come with their use. We consider 

characteristics such as their dynamic topology and distributed 

operation, the types of devices used to form the network, how 

the networks function, and more. We also consider some of 

the challenges specific to implementing and maintaining 

MANETs. 

A. Characteristics of MANETs 

Dynamic Topology: Since MANETs are formed mainly by 

mobile devices, nodes can join or leave the network at any time. 

This means that topological changes must be managed to account 

for new or lost linkages [22]-[24]. Any application of MANET 

technology will need to consider how these changes might affect 

network performance. 

Distributed Operation: The lack of central authority in 

MANETs forces all nodes to operate independently with no 

external control or management. Routing decisions are made 

independently; thus, decisions are made in a distributed 

manner [22-26]. 

Heterogeneous network: MANETs are typically formed by 

a collection of different device types and communication 

technologies (e.g. Wi-Fi or Bluetooth), resources, and signal 

strength. As such, it is possible for a MANET to be composed of 

both short-range and long-range devices [22-24], [27-29], This 

composition could impact network performance, potentially 

limiting communication in some settings. 

Multi-hop communication: Network nodes may have 

limited transmission range. This means that sender and receiver 

nodes do not typically lie in each other’s transmission range. To 

account for this, MANET routing typically involves multiple 

hops messaging using intermediate nodes to send data to the 

intended destination [22-24], [28, 30]. Again, this is an 

important consideration depending on the application of the 

technology. 

Lightweight terminals: MANET networks are 

typically comprised of mobile devices with limited 

resources, and each node acts as both the router and host 

[22-24], [31, 30]. 

Shared Media Access: All nodes in MANETs use a 

shared wireless channel to transmit data. Using shared 

media can lead to congestion in data transmission, so 

MANETs need to use congestion control mechanisms to 

increase network throughput [32]. 

Limited link capacity and quality: The connection 

between nodes is made via wireless links, which have a 

smaller/limited bandwidth compared to wired links. 

Environmental factors (e.g. noise, congestion, signal 

interference) can lead to transmission signal strength loss, 

which in turn can degrade the wireless link capacity 

[22-24], [33, 34]. 

Scalability: Since MANETs are not dependent on 

pre-existing infrastructure, mobile nodes can join or leave 

the network easily. As a result, the network grows or 

shrinks according to need. However, this can lead to 

increases in route maintenance, link updating, and other 

actions that limit the functionality and quality of service 

[22-24], [29, 35]. 

These characteristics coupled with features of mobility, 

accessibility, cost-effectiveness, and rapid deployment 

suggest that MANETs have potential in a variety of 

applications. However, MANETs are not without their 

challenges. We explore these challenges in the next 

section before discussing the various uses of MANET 

technology. 

B. MANETs Challenges 

There exist several open challenges affecting MANET 

applications, including issues related to dynamic topology, 

routing, device discovery, reliability, quality of service, 

bandwidth, power, security, and implementation. [28, 36]. 

We explore each of these issues below. 

Dynamic Topology: MANETs are intended to support 

dynamic topologies. However, the ability for nodes to 

quickly leave and join the network renders the topology 

unpredictable [37] since frequent position changes lead to a 

highly dynamic topology [38]. This quick 

creation/destruction of nodes results in a network that is 

difficult to monitor and secure [39, 31, 40]. Further, updating 

and sharing dynamic link information among nodes becomes 

more challenging [41]. This is particularly true given the 

specific application. For example, aerial networks can be 

quite challenging to implement and maintain given the speed 

and distance of aircrafts that act as nodes in the network [42]. 

Additionally, MANETs require distributed data storage and 

data replication which are both negatively affected by node 

mobility [43]. 

Routing: Due to the dynamic topology, selection/creation 

of routing protocols can be difficult since nodes may leave or 

join at any time, and move in and out of being a neighbour to 

another node. This causes continuous routing information 

changes [39]. As previously mentioned, the source and 

destination do not need to lie within range of each other, so 

routing protocols aim to make the most efficient route 

between sender and receiver. 

Device Discovery: Node authentication is required to 

recognize honest nodes entering the network [31]. Discovery 

protocols “permit networked nodes to broadcast and receive 

messages” [42], thus device discovery is integral to the 

functionality of the network [42]. Further, when nodes enter 

the network, dynamic updates need to occur to inform other 

nodes of changes and to ensure optimal route selection [31, 

41]. Without device discovery, nodes would be unable to join 

the network, affecting message transmission. 

Reliability: Similar to a regular Wi-Fi connection, it is 

necessary to minimize packet losses, data transmission errors, 

etc. to ensure network reliability [31]. Node mobility can 

negatively influence the reliability of the network [44], so 

methods to improve reliability are necessary. This is 

important regardless of how the network is used (e.g. 

communication, video conferencing, gaming, etc.). 

Quality of Service: Quality of Service (QoS) describes 

the performance of a network observed by an application [45]. 

The aim is to achieve a certain level of quality to transmit 

data packets. The most common parameters are end-to-end 

delay, jitter, reliability, and bandwidth [46]. High-quality 

service is key for critical/time-sensitive applications. 

Providing QoS in a dynamic network environment, however, 

is challenging [47]. For example, in maritime environments, 
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the lack of quality of service can lead to network data 

congestion which affects the operation of applications that 

are important for communication, etc. [48]. The stochastic 

nature of MANET communication also means that QoS is not 

guaranteed [31, 49]. 

Bandwidth Constraints: MANET wireless links 

typically have far lower capacity/bandwidth than cabled ones 

[41]. Bandwidth is further constrained by the limited 

transmission range of nodes in the network, by the fact that 

nodes move in and out of transmission range [41], and by the 

potential reduction in signal strength during transmission due 

to environmental factors such as fading, blockage, noise, and 

interference conditions, multiple access, etc. [50, 51] (for 

example, underwater wireless ad hoc networks suffer from 

limited bandwidth capacity as a result of the underwater 

environment [52]). Beyond this, application bandwidth is 

also reduced because of increases in routing overhead 

required to manage route discovery given a changing 

topology [53, 41]. 

Battery Constraints: Energy consumption is a major 

concern because mobile devices have limited battery power, 

and because the wireless nature of MANETs requires more 

energy consumption to transmit packets than wired networks 

[54]. In scenarios in which scattered items are used, energy 

efficiency is important as battery replacement or charging 

may be extremely difficult/impossible [13]. Energy 

efficiency also shows great importance in making grid 

functionalities feasible in MANETs [55]. To extend the 

lifetime of the network and its nodes, energy-efficient routing 

algorithms are needed to select the optimal route with 

minimum average energy consumption. To combat this, 

some existing research has mentioned the use of solar-based 

devices, or renewable energy to power nodes [7, 56]. This 

challenging issue has received significant research attention 

in this field [57, 31]. 

Security: Like other networks, MANETs are vulnerable to 

a variety of attacks [58, 59], including eavesdropping [60], 

spoofing [61, 62] and denial-of-service [63, 59] which tend to 

occur more frequently than for wired networks. MANETs are 

also vulnerable to man-in-the-middle attacks, jamming, 

flooding, replay attacks, gray-hole attacks, session hijacking, 

wormhole attacks, malicious code, and more [41, 49, 64, 65]. 

As such, the security of the network should be established to 

“ensure that the connectivity between nodes remains 

unaffected by external influences” [42]. These security 

concerns are common to all applications but particularly 

relevant for certain MANET applications where sensitive or 

private information needs to be shared (such as in the case of 

MANETS used for aerial, healthcare, maritime, military, 

commerce, or smart city purposes). For example, protection 

against these types of attacks is incredibly important to 

ensure aircraft communications or military operations are 

undisturbed [42]. In the world of commerce, there is an 

additional subset of attacks to consider, which include 

impersonation attacks, colluding attacks, double spending, 

non-repudiation of transaction location source, and the reset 

and recovery attack [42,  66,  67]. These attacks can result in 

loss of money, or having a product delivered to a customer 

while the vendor receives an invalid payment. Along with 

security against cyber-attacks, privacy/confidentiality is also 

important [40], [68]. Consider, for example, how location 

privacy in vehicular networks is important for protecting a 

driver’s identity, or how privacy on social networks can 

prevent identity theft, stalking, etc. While some of these 

considerations may not be part of the “traditional” security 

concerns, they help protect digital and physical security. 

Various solutions have been proposed by [21]. 

Implementation of MANETs: Although MANETs can 

provide infrastructure-less regions internet access, their 

implementation can suffer from cost and lack of 

knowledgeable operators. In the case of [69] which requires 

mobile base stations, the cost of these base stations can be 

high. This can lead to fewer towns having access to this 

technology due to a lack of funding. This also applies to the 

case of [70], in which supplies rely on financial support from 

the Ministry of Education which may not always have 

adequate funding, which forces students to purchase their 

own devices. In addition, very few papers discuss whether 

there will be any training to teach users how to use their 

MANET applications, and if there will be trained operators to 

ensure that bases are up and running (like in the case of [69]). 

In the case of [70], cooperation between teachers and the 

National Research and Education Networks is proposed to 

support this initiative. Cost and knowledgeable operators can 

affect all applications, as the purchasing of additional 

equipment and training of community members depend on 

the availability of funding. 

Clearly, the successful use of MANETs in any sector 

requires a thorough understanding of these challenges (as 

well as others - see for example [64]). 

 

III. MANET APPLICATIONS 

We explore some applications of MANET technologies, 

focusing on their use in military operations, before and after 

natural disasters, during search and rescue operations, to 

facilitate education and health care, entertainment delivery, 

supporting smart cities, and in commercial and civilian 

applications, Internet of Things applications, and finally, 

Maritime applications. While this does not represent a complete 

picture describing the use of MANETs, it speaks to their 

versatility and potential. 

A.  Military Battlefield 

One requirement of a successful military is the ability to 

provide real-time information to battlefield soldiers [71]. 

However, accomplishing this requires addressing several 

unique challenges. Routing protocol with low network 

convergence time is required in the military battlefields for 

real-time communication. Soldiers must be able to build their 

own ad hoc networks without a central point of control [71]. 

Beyond this, battlefield network hardware needs to 1) be 

strong enough to survive any battlefield conditions [71, 72] 2) 

work in different climate conditions, and 3) be optimized for 

size, weight, and power since it will be carried by soldiers or 

used in combat vehicles [71]. Additionally, building network 

infrastructure in enemy territory is often difficult, and it is 

typically targeted in attacks. As battles progress, regions in 

which military personnel are located may change, rendering 

any infrastructure useless [73]. 

As discussed, MANETs can support a lack of existing 

infrastructure, and highly dynamic nodes, and do not require 
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a central point of control. These characteristics of MANETs 

make it the perfect technology for military communication 

applications. 

To use this technology the military has deployed two 

categories of equipment: IP-enabled military 

radios/smartphones, and IP routers. The routers are stored on 

military vehicles and contain the equipment necessary to 

“join and participate in a MANET” [71], where the 

IP-enabled radios are given to dismounted soldiers to connect 

into MANETs as clients [71]. The military makes use of 

Radio Aware Routing to minimize convergence time so that 

there is no delay in information while nodes are entering and 

exiting the network [71]. In addition to communication, 

MANETs in a military operation must enable QoS, traffic 

management, threat control, and intrusion prevention through 

the integration of firewalls as well as IPV6, Type 1 and 

next-generation Suite-B encryption [71]. 

The application of mobile ad hoc networks in military 

operations is not limited to the ground. Both [74, 75]  explore 

the application of MANETs in Unmanned Aerial Vehicles 

(UAVs) as well as helicopters. Mobile ad hoc networks can 

be applied to UAVs to accomplish tasks such as aerial 

photography, reconnaissance, and monitoring agents in the 

field [75, 72]. They can also be used to increase the 

operational range of the network by forming a multi-hop 

communication network which can increase mission 

capabilities [75].The studies performed by [74] shows that in 

the case of UAVs the AODV routing protocol has the least 

delay in comparison to Geographic Routing Protocol (GRP) 

and Dynamic Source Routing (DSR) protocols, however, it is 

noted that GRP has better throughput than AODV and DSR, 

while DSR has the lowest overhead. For the simulations 

studied in [75], which uses helicopter nodes, it is noted that 

the proposed algorithm had a higher packet delivery ratio in 

comparison to DSR and Clustering Based Routing Protocol 

(CBRP) algorithms, as well as a lower end-to-end delay, and 

reduced swarm change for higher stability in comparison to 

DSR and CBRP. 

The characteristics that make MANETs suitable for 

ground and aerial operations can be applied to boats, 

underwater vehicles, etc. [7, 52]. Specifically, MANETs can 

be used for communication between naval entities and can 

also be used for underwater video surveillance, and remote 

control of autonomous or remotely operated objects [52]. 

As military operations develop, so will MANET 

applications on a military scale. However, it is clear that 

MANETs are already an important part of military 

operations. 

B. Natural Disaster 

Global warming and changing weather patterns have 

resulted in an increase in landslides due to torrential rain, as 

well as other natural disasters [76]. On average it is said that 

natural disasters kill 45,000 people globally each year [77]. 

The tools provided by MANETs for natural disaster 

situations can be grouped into two scenarios: pre-disaster and 

post-disaster. The tools used pre-disaster can be used to 

detect natural disasters before they happen, and aid in 

evacuation settings while the tools used post-disaster can be 

used to aid in communications and more after the disaster has 

happened. 

1) Pre-disaster tools: 

One example of pre-disaster tools is the Grass-Root 

Information Distribution System discussed in [76] which was 

developed for landslides to minimize the damage caused by 

landslides as well as help local residents decide whether to 

evacuate. The Grass-root system consists of a fixed type 

monitoring system, as well as mobile devices that locals own 

[76]. The goal of the system is to “capture disaster 

information for the residents in the local area, deliver it to the 

local MANET, and share it among residents in the local area” 

[76]. Disaster information can be gathered either through a 

fixed monitoring system or directly from local residents.[76]. 

This information is distributed to the residents’ devices using 

MANETs and can be used to alert residents to possible 

disasters. The simulations described in [76] show that the 

proposed routing algorithm has a much higher data reception 

rate for each node in the simulation in comparison to the ER 

protocol, showing a better data distribution in comparison to 

the ER protocol. In addition, this technology had such 

success that it was requested by residents to be installed in 

Midori, Nabaragawa, Yamakuragawa, Togegwa, and 

Nenotanigawa [76]. 

Another example of pre-disaster tools is the use of 

MANETs in underwater vessels and seismic or 

environmental monitoring [7]. In the event of underwater 

seismic monitoring, a seismometer is floated on the sea’s 

surface and used to detect movements of the earth under the 

water. A MANET is used to relay that information to relevant 

authorities [7]. The same principle can be applied to detecting 

events such as tsunamis [7], which could save thousands of 

lives by helping evacuate residents in advance and alerting 

other ships and coastal administrators about areas to avoid 

[7]. 

2) Post-disaster tools 

In a post-disaster situation, there is a very real chance that 

communication infrastructure may be damaged, if not 

entirely destroyed [37, 78]. This provides research 

motivation to focus on communication in disaster situations 

via MANETs. The research proposed in [78] makes use of 

survivors’ devices and reprograms them to be able to 

“autonomously organize and form or restore a 

communication infrastructure” [78]. The simulations in [78] 

show that the COMVIVOR (Communication for Survivors) 

protocol allows the network to reach a steady state much 

more quickly than other protocols, allowing for restoration of 

communication earlier. With the network powered by 

personal devices, it is important that routing protocols 

consider battery life [79]. The routing protocol proposed in 

[79] “selects a k-node disjoint path between a 

source-destination pair based on the lifetime of the path”. The 

importance of energy efficiency in a routing protocol cannot 

be understated as the loss of a single node affects network 

lifetime, connectivity, and capacity [79]. To support their 

research, [79] were able to show that with the introduction of 

multiple channels in their framework, the energy 

consumption and end-to-end delay decrease while the 

throughput and node lifetime increase. This allows for a more 

stable, long-lasting, and effective network. 

After a disaster, many victims will attempt to send 

messages to family and friends to let them know they are safe, 
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however, this often requires the internet [37]. The research in 

[37] makes use of MANETs to connect nodes which are not 

in internet range to those that are. The proposed routing 

protocol allows victims to contact family and friends about 

their well-being while providing more reliable 

communication. [75] even goes one step further by proposing 

to use helicopters to bridge to nodes or networks to increase 

network connectivity. In the case of a remote community 

facing a disaster, a helicopter could act as a gateway between 

communities, or between existing wireless infrastructure. 

Another difficulty in a post-disaster situation is the 

purchasing of goods. In the aftermath of large disasters, a 

majority of people may no longer have cash-at-hand, and 

may not be able to gain access to banks due to blocked roads 

or electronic failures [66]. The research proposed in [66] 

makes use of MANETs to enable victims to conduct financial 

transactions in a disaster area. To confirm the usability of 

their product, [66] showed that the transaction completion 

ratio of multilevel endorsement was able to reach 65% to 

90% depending on the number of nodes present in a 3 x 3 km 

radius. This suggests that the proposed research could allow 

victims to perform transactions and purchases post-disaster in 

the event of a bank outage. Once a natural disaster has ended, 

and search and rescue operations have been completed 

(discussed further in the next section), rebuilding of the 

community must begin. Some utility company protocols 

require that visual inspection occurs for damage assessment, 

followed by the prioritizing of the repairs which need to be 

done [80]. This makes the time-to-repair inefficient, due to 

time spent travelling to the location and visual inspection [80]. 

The research done by [80] aims to reduce the time-to-repair 

by creating a MANET communications app which can be 

used by residents in the disaster area, as it allows them to 

upload images and exact coordinates of the damage [80]. 

This can remove the first-pass inspection required by 

companies [80], which in turn reduces the time-to-repair. The 

ad hoc network aids in the gathering and escalating of 

information [80]. The application also provides two-way 

communication which allows a company to update residents 

with the status of repairs [80]. This helps provide real-time 

information to both repair companies and victims, and also 

helps minimize repair time due to visual inspection 

requirements [80]. 
 

C. Search and Rescue Operation 

Search and rescue operations are typically conducted using 

manned aircraft (e.g. helicopters) and ground-based 

personnel with vehicles and search animals [42] to locate 

individuals facing various life-threatening situations. 

Research indicates that the first 72 hours are most crucial for 

an individual’s survival [56, 69] Thus, search and rescue 

operations must have access to information quickly, and 

maintain communication to organize rescue efforts. Two 

examples from recent history where rescue operations were 

hindered by lack of communication included Hurricane 

Katrina [81], and the attack on the World Trade Center 

(where signal interference between radios used by rescue 

members made it difficult to locate victims [56]). 

To assist in search and rescue operations, a Disaster Area 

Wireless Network has been proposed to create an ad hoc 

network usable by helicopters, trucks, and mobile devices 

[81]. This is accomplished by deploying routers attached to 

helium balloons that are tethered to the ground [81]. This 

network is quickly deployable, has high bandwidth, and the 

network topology can be easily updated by deploying 

additional balloons [81]. In addition, simulation findings 

explored in [81] show that the proposed protocol has a 

significant reduction in packet loss and end-to-end delay, as 

well as a higher packet delivery ratio and throughput in 

comparison to the traditional AODV protocol. This protocol 

addresses the challenge of mobility in Disaster Area Wireless 

Networks and can improve the communication between 

nodes in a disaster area. 

MANETs can also be formed in disaster scenarios to 

support emergency information exchange using 

Wi-Fi-enabled notebooks in the possession of rescue workers 

[69]. Within a few hours following a disaster, a peer-to-peer 

network is made with a local wireless intranet that uses P2P 

and MANET technology [69]. This approach supports 

push-to-talk, mobile social networking, Voice over Internet 

Protocol, instant messaging, and more [69]. The information 

can then be transmitted to headquarters hundreds of 

kilometres away using mobile base stations or satellite 

connections [69]. 

Robinson et al. (2013) [42] describe a very different 

approach than that of the previously discussed works. 

Specifically, they describe the use of aerial MANETs. 

Helicopters or other aerial machines are often the most 

effective and efficient way to assess disaster areas, and they 

are the most commonly used method during local disaster 

responses in the United States [42]. They enable rescuers to 

see the number of damaged structures, the extent of damage, 

and the potential number of individuals affected and allow 

rescuers to assess any potential hazards to the rescuers via 

MANETs that transmit information collected (e.g. video, 

sensory data) to rescue volunteers on the ground [42]. 

Finally, MANET networks can be helpful for notifying 

search and rescue operations at sea [7]. If we imagine each 

ship to be a node in the network, a ship could send 

information as soon as a disaster occurs, and the nodes could 

forward the information to the correct authorities. This could 

help search and rescue operations be deployed more quickly. 

D. Education 

Quality education is listed as the 4th of 17 sustainable 

development goals identified by the United Nations [82]. 

However, the methods for accomplishing this goal can prove 

challenging in developing countries and rural or remote areas. 

For example, the International Telecommunications Union 

report of 2017 identified that approximately 9 in 10 

individuals in Africa and Asia-Pacific have no internet access 

[83]. 

The Government of Zimbabwe introduced a new 

curriculum in 2015 with Information Communication 

Technology as a “cross-cutting theme”, in which a majority 

of the information communication technology environments 

can be achieved through the use of mobile devices [83]. With 

the lack of existing infrastructure in Makoni East 

(Zimbabwe), MANETs can be used to ensure that students in 

rural locations can receive the same education as students in 

an urban area of Zimbabwe [83]. Tsimba et al. (2020) 

proposed a bring-your-own-device strategy for students since 
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mobile devices had lower costs in comparison to laptops and 

tablets. Educators were then able to use technologies such as 

Bluetooth and SHAREit to share resources (e.g. textbooks, 

typed notes, video tutorials, etc.) with students regardless of 

where they were [83]. The ability to access remote learning on 

a mobile device (known as mobile-learning or m-learning) 

allowed educators and students not to be limited by print books 

(which are often quite expensive or are hosted in libraries that 

are too far away) [83]. Further, the application of MANET 

technology meant that students could use the network to share 

data. This can mitigate or eliminate struggles associated with a 

lack of infrastructure or funding [83].  

Chaamwe et al. (2014) also explored the use of MANETs 

to provide e-Learning to students in rural Zambia. Like rural 

Zimbabwe, rural Zambia struggles due to inadequate 

infrastructure, lack of qualified teachers, and insufficient 

learning resources [70]. To combat these struggles, Chaamwe 

et al. (2014) suggested setting up a tele center with a server 

connected to the internet. The data are loaded to the main 

server manually or can be downloaded from the internet [70]. 

Mobile devices can access the material on the server as well 

as the internet using the server [70]. These mobile devices 

also serve as routers for other mobile devices in range but not 

in range of the server [70]. 

Ichaba et al. (2020) proposed an enhanced zone routing 

protocol to provide better support in MANET-based 

m-Learning. Their work included the development of a guide 

for implementing MANET-based m-Learning and a 

discussion on the lack of specifications for models in research 

that make it difficult to implement MANETs in these settings 

[84]. Ichaba et al. (2020) expand their research by exploring 

the enhanced Zone Routing Protocol (ZRP) and traditional 

ZRP protocol in a simulation using the characteristics of a 

campus. They note that enhanced ZRP performs better than 

the traditional ZRP protocol and would be more suited to 

support campus learning, thus making it a candidate for 

m-Learning as well [84]. 

In addition to providing e-learning to rural areas, 

MANETs can be used to support learning in urban schools as 

well. They can be used to set up video broadcasts between 

students and/or teachers in various rooms. For example, a 

teacher could conduct a science experiment from one room, 

and students in another room could broadcast the video and 

watch it in real time to conduct the experiment [85]. El 

Kamoun (2017) also demonstrates that the proposed protocol 

outperforms Destination Sequenced Distance Vector 

(DSDV), as well as AODV in some cases, and is suitable for 

a low-mobility network, thus supporting the proposed 

protocol’s suitability for classroom learning. Abdullah et al. 

(2012) further explored the use of MANETs for video 

multi-party conferencing via Microsoft Net-Meeting. This 

research shows the ability to use MANETs to support 

multi-party video conferencing with minimal nodes, allowing 

for a faster exchange of information between multiple people 

which may not be possible using direct audio-video 

communication technologies [86]. Similar to El Kamoun, the 

proposed algorithm by Adbullah et al. (2012) is also able to 

outperform the AODV protocol, as well as DSR, when it 

comes to end-to-end delay of real-time packet delivery. This 

shows that the protocol proposed in [86] has the potential to 

improve conference learning using MANETs, and make the 

application of MANETs in video conferencing more feasible. 

Overall, MANETs can be used to aid in the delivery of 

education in both rural and urban areas. As technology 

continues to infiltrate and transform education, it is likely that 

this trend will continue as technology continues to advance 

[84]. 

E. Healthcare 

Adequate accessible healthcare is arguably one of the most 

important infrastructures a jurisdiction needs to provide to its 

residents. With approximately 4.8 million Canadians without 

access to a primary care provider [87] in 2019, and the 

average hours worked by physicians surpassing 50 hours per 

week in 2017 [88], it is evident that the healthcare system is 

struggling. Although MANETs cannot solve the physician or 

staffing shortage, it can aid in providing physicians and 

healthcare staff with tools that allow them to work more 

efficiently and assess patients more easily. 

To begin, Abid et al. (2014) discuss typical wireless 

monitoring tools used in healthcare which could benefit from 

the use of mobile ad hoc technologies. These tools include, 

for example, motion capture, electromyography, pulse 

oximeters, maternal uterine and fetal heart rate monitors, 

electrocardiograms and more [89]. By connecting these tools 

to MANETs they can be used during a disaster recovery 

scenario to quickly assess the health of the patient without 

requiring them to be brought to a hospital first [89]. 

Li et al. (2005) discuss the use of e-healthcare emergency 

applications which utilize mobile ad hoc grids, by exploring 

the example of a serious car accident in which the driver has 

become seriously injured and is unconscious. In this scenario, 

a police officer arrives first and collects the victim’s personal 

and family information using their PDA (personal digital 

assistant) [55]. Upon the arrival of the ambulance and 

paramedics, a MANET grid is created by a group of devices 

(e.g. police’s PDA, physical sensors attached to the victim, 

biomedical system, etc.) to process collected data, and 

collab-orate for “prehospital treatment suggestions” [55]. 

The e-healthcare applications can use the MANET for 

distributed data discovery (e.g. data collected from 

biosensors), or job scheduling (e.g. analyzing received data 

across multiple devices) [55]. Such an application can aid in 

quicker assessment of a patient’s data, and in devising a 

treatment plan for the patient. 

A MANET-based cardiac patient monitoring system was 

proposed by Kumar et al. (2015) [14] to measure body 

temperature and heart rate. With a lack of existing 

infrastructure, the monitoring system can make use of ad hoc 

networks to transmit data [14]. This allows the application to 

be used for patients who may live in remote areas which may 

lack healthcare facilities and doctors [14]. Such tools aid in 

reducing the costs of providing care in these areas [14], 

making it more affordable for patients who have to pay out of 

pocket. The research in [13] explores a similar system but for 

elderly patients. Hamoud et al. (2017) examine the 

performance of AODV, DSV, and Optimized Link State 

Routing Protocol (OLSR) protocols for collecting 4 sensor 

data. They are able to conclude that DSR is most suitable for 

small networks, AODV for networks with higher mobility 

(e.g. outdoor activities), and OLSR is most suitable for 
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indoor settings [13]. Overall, Hamoud et al. (2017) conclude 

that a hybrid protocol would be best suited for the use of 

real-time home monitoring. 

Healthcare applications are not limited to sharing data 

between sensors placed on the bodies of patients with 

emergency response personnel and healthcare providers. The 

research in [38] explores the use of MANETs in a 

nanometer-sized setting. Specifically, they explore the use of 

MANET-connected nanodevices (nanonodes) inside the 

human body. While their size limits their computational 

capabilities, a MANET-based nanonetwork can be created 

inside the body that is supported externally by gateway 

sensors attached to the skin that are connected to a computer. 

Nanonodes inside this network can be used to administer a 

drug, or monitor important medical parameters [38]. The 

nanonodes will then pass any relevant data to the gateway 

where it can then be read on a computer by a medical 

physician. This application of MANETs can aid in providing 

healthcare in a less invasive manner while still accomplishing 

the same goals. 

F. Entertainment 

Entertainment can take on many forms, from video game 

consoles to films, streaming services and more. With the 

development of wireless technologies, most modern devices 

can integrate with wireless services. This includes older 

video game consoles such as the Nintendo Wii, the Nintendo 

DSI, and the Sony PlayStation Portable [90], as well as more 

recent consoles such as the Nintendo Switch. Some of these 

gaming consoles also include technology that allows an ad 

hoc mode (although no consoles currently support multi-hop 

mode) [90]. Currently, most networked video games use a 

Client/Server paradigm, with some supporting P2P 

connections [90]. 

Kaiser et al. (2010) explored a new protocol to minimize 

network delay, while also not allowing the gaming to suffer 

from MANET challenges (e.g. packet loss) [90]. The new 

protocol is called the multipath Optimized Link State 

Routing (OLSR) protocol, which computes two possible 

routes (whenever possible) between each client and server 

[90]. The testing results showed that the modified OLSR 

routing protocol had fewer and shorter disconnections 

compared to the original OSLR protocol, however, the 

number of disconnections was not 0 as some nodes were only 

able to calculate a single route between client and server [90]. 

Ultimately, this protocol could be used to reduce the length of 

time a player sees their screen freezing, thereby improving 

the gameplay experience, this conclusion supported by 

simulation findings that show that the proposed algorithm has 

fewer disconnect times and number of disconnections than 

the traditional OLSR protocol [90]. Salim et al. (2008) also 

discussed a new protocol called FLIP (flexible protocol) 

which caters to mobile device communication for multiplayer 

gaming [44]. The discussed protocol aimed to improve 

latency, reliability and robustness in gaming, as well as lay 

down a base protocol for future research [44]. 

G. Smart City 

Smart cities represent a “business oriented and appealing 

environment for the people” and is a booming technology. 

Although there is no universally accepted definition, it is 

generally agreed upon that making a city “smart” is done by 

integrating various communication technologies to automate 

offered services [91]. A smart city service can be described as 

a service using a variety of factors including area coverage 

(which can range from a small area to a city-wide area) 

depending on the action required [91]. 

Jacob et al. (2016) create their own smart city with four 

domains: smart governance (the master domain that collects 

all smart city information), smart transport (provides 

real-time traffic monitoring and a cab sharing application), 

smart health (contains the application allowing a request for 

ambulance), and Fire & Emergency (contains the destination 

and type of an occurring emergency), where the domains 

each have their own server and require data to be passed 

between them [91]. Both the cab-sharing application, 

ambulance request and fire & emergency make use of the 

traffic monitoring application [91]. There are many 

applications available with a smart city set up like this: when 

an ambulance is en-route to a hospital, all vehicles along the 

chosen path can be notified to help the ambulance pass safely 

and easily [91]. Or, in the event of a road blockage or traffic, 

all vehicles within a certain radius can be notified of the 

block and stay away from it. Jacob et al. (2016) explore two 

simulation settings, the first scenario is a traffic block 

notification, and the second scenario is an ambulance 

notification scenario. In the case of the first scenario AODV 

performs best, and in the second scenario DSR performs best 

[91]. Overall, Jacob et al. (2016) is noted that “a 

heterogeneous routing protocol that can handle both fixed 

networks and mobile networks equally efficiently” [91] is 

needed. 

Cardone et al. (2011) discuss the use of MANETs in smart 

cities to support monitoring applications. Such applications 

can be used to monitor noise/light pollution, anti-theft 

protection, structural monitoring, etc [92]. In their research, 

they focus on a structural monitoring application that triggers 

an alert if something irregular is detected (e.g. flexure of 

critical support) [92]. In this case, if a MANET node (e.g. 

civilians walking around) detects an urgent data packet, it 

will then broadcast a hop-limited broadcast request [92]. In 

the event of this monitoring application, it can notify the 

correct authorities about a possible structural problem and 

also notify residents if they should evacuate a building, 

possibly saving many lives [92]. 

Sharif et al. (2018) continue to explore the applications of 

MANETs in smart cities by focusing on the Smart 

Transportation domain. A few various implementations are 

discussed. To begin, one application contains the use of GPS 

and guiding data of the city which has the location of 

intelligent traffic lights [6]. The intelligent traffic lights 

gather information from passing vehicles to update their 

traffic statistics [4]. Each vehicle will send a request message 

to an intelligent traffic light to retrieve the correct location of 

each vehicle after a certain interval of time [6]. Vehicles are 

also able to send warning messages of high traffic to the 

closest intelligent traffic light [4]. This application of 

MANETs in a Smart Transportation scheme can be used to 

lower the pollution of the smart city, making it a greener city 

[4]. Another concept is the use of a social network of vehicles 

which is accomplished by clustering vehicles based on their 

characteristics (e.g. driving route history, driver behaviour, 

regularity of contact between vehicles, the path the vehicle is 
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most likely to follow, and so on) [6], [68]. This network can 

then be used to share traffic messages, warning messages, 

and more between vehicles [68]. Overall, the use of 

MANETs in Smart Traffic technologies can help limit traffic 

congestion in populated areas, while also making driving 

experiences safer [68]. 

H. Commercial and Civilian Environment 

The development of MANET communication has attracted 

the interest of both academia and industry and is on its way to 

becoming an industry standard [59]. In fact, the number of 

applications that can support this technology includes tools 

that are used in the day-to-day life of many people. This 

includes chat and e-commerce applications, databases, traffic 

sharing applications, and more [3, 59, 93, 94]. 

1) Chat applications 

Yan et Chen proposed a reputation system for MANET 

chatting called AdChatRep. The AdChatRep application was 

designed to use MANETs to provide an interface for social 

networking for those close to each other. The system uses a 

reputation rating for individual nodes to encourage trust and 

communication between users [93]. The user reputation is 

generated using the following model: the trusted server will 

generate/predict the node reputation and issue the reputation 

token to the node [93]. The node will generate the reputation 

of other nodes while chatting using the reputation token and 

MANET social networking experience of the other nodes 

[93]. To provide a wider application usage, AdChatRep was 

designed to support node-to-node chatting as well as 

community chatting (see [93] for further details). The 

possibilities for an app such as this are endless when it comes 

to the topics users can chat about, and where this application 

can be deployed. 

2) Databases:  

MANET databases are databases stored in the nodes of a 

MANET [94]. Each node has a local database that stores 

reports, where reports are “a set of values sensed or entered 

by the user at a particular time, or otherwise obtained by a 

local peer” [94]. A report can describe information such as 

the number of available parking spots in a lot, or the number 

of available shirts at a merchant, etc. The nodes will then 

communicate reports and queries to discover neighbours, and 

the reports are propagated to users using multi-hop 

transmissions [94]. The MANET database can be used to 

substitute a client-(local)-server approach, which can have 

accessibility and availability problems due to cost, 

propagation delays, device limitations and more [94]. The 

MANET database can provide information with media such 

as maps, menus, etc. since it tends to have a larger bandwidth 

than cellular infrastructure, and is free. It can also be 

combined with client-server search, or used on its own. 

MANET databases function through the use of report pulling 

and report pushing [94]. Similar to node discovery, report 

pushing involves flooding the network with a query and 

receiving answer reports from nodes that have them [94]. 

Network pushing can be done by flooding reports to be 

consumed by peers, or through the use of a hierarchy-based 

method, [94]. Regardless of the methods used, MANET 

databases can have applications in social networks, 

emergency response, airport applications, mobile 

e-commerce, transportation safety and more [94]. This is due 

to the fact that it allows for dynamic information to be stored, 

and kept up to date by other nodes. For example, a user in a 

mall can check the inventory of a merchant’s store, get 

real-time information regarding baggage information, and 

more [94]. The options in MANET database applications are 

endless. 

3) E-commerce: 

With the new generation of WiFi and telecommunication 

protocols, the cost of implementing a MANET in a retail 

business is low [59]. This has opened up an application area 

for MANETs in a commercial environment. The use of 

MANETs in the retail industry provides opportunities to 

share product information with customers, monitor and 

understand customer movements in stores, allow customers 

to share in real-time their shopping experience, and also 

provide service announcements to shoppers [59], [3]. 

In addition to improving commerce, there is also the 

potential of developing a reliable MANET for e-commerce as 

well [59]. Varaprasad proposed a query-based approach 

using MANETs for mobile commerce. The application has 

three types of agents: a user agent (acquire services to handle), 

directory agent (keeps track of the advertised ser-vices), and 

service agent (responsible for making services available to 

the user agent) [95]. In this case, a transaction to gain product 

information uses the following steps: the customer will send 

their information and location information to the server, the 

server will send the requested customer information to the 

central database and get information about the vendor 

products to send to the customer, the server will then provide 

the list of products to the customer [95]. Simulations showed 

that the proposed steps are able to provide the intended 

customer with all requested product information in a secure 

manner [95]. 

Evans et al. (2006) embarked on a different approach by 

discussing the use of MANETs in shopping malls by having a 

sensor located in various parts of the building to provide 

shoppers with connectivity [96]. It uses a Ubiquitous 

Business Environment Model which is a model that works on 

a limited space with a boundary [96]. That boundary can be 

made up of MANETs [96]. The use of u-commerce (or 

ubiquitous commerce) would allow customers to buy goods 

online, through retail outlets, or that are linked to a 

centralized system. Evans et al. (2006) described the use of 

u-commerce as a breath of fresh air to the commerce industry 

[96], and also provides MANETs with the ability to display 

their versatility in yet another application. 

I. Internet of Things 

With the ubiquity and low cost of smartphones, tablets, 

and other electronic devices, it was estimated that in 2020 

there were 26 billion internet-connected devices [97]. This 

network of devices connected to the internet is typically 

referred to as the Internet of Things (IoT) [39], and provides 

an opportunity to use such devices as nodes in a MANET 

[39]. Applications designed with and for the IoT can support 

smart homes, wireless communications, wildlife monitoring, 

environmental monitoring, and more [98]. 

Dattana et al. (2019) explored the use of MANETs for 

stable data flow in smart homes. The public has recently 

become interested in smart homes since they enable users to 
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remotely control all of the equipment (e.g. lighting, 

temperature, etc.) and monitor the environment at home. [99]. 

Traditional smart home systems generate a wireless network 

using Wi-Fi or Bluetooth [99]. Dattana et al. (2019) proposed 

the use of a MANET wireless network to support 3 smart 

home functionalities: remote control, enquiry, and alert. The 

protocol proposed by Dattana et al. (2019) aims to solve the 

MANET difficulties of route stability and route recovery [99] 

to improve the system performance by reducing node energy 

consumption, improving the quality of and shortening the 

time of communication [99]. This in turn would allow 

homeowners to receive notifications about their home 

quicker, and for nodes to have a longer “life” [99]. 

Alam et al. (2018) explored the use of MANETs to deliver 

cloud services to smart devices in the IoT framework. 

Specifically, access to cloud services was provided to a 

MANET of IoT devices if at least one device had internet 

access [97]. The proposed framework followed several steps: 

1) MANET formation, 2) Accessing the ad hoc network 

when in range, 3) registration of smart devices in MANET, 4) 

registration of MANET smart devices in the cloud, 5) 

implementing IoT-Cloud-MANET model among smart 

devices, and 6) commencing communication [97]. Making 

use of this IoT-Cloud-MANET model (which discovers and 

connects nearby smart devices with no centralized 

infrastructure) is especially useful for machine-to-machine 

networks [97]. In this case, smart devices are considered 

nodes and can use cloud services to discover devices and 

process data (images, video, etc.) [97]. It is possible for 

several MANETs to connect to the same cloud and utilize its 

services in real-time [97]. This new framework enhances the 

capabilities of smart devices by enabling devices to share 

resources, storage, and services [97]. 

J. Maritime Networks 

Maritime transport is the most important method of 

transportation when it comes to the distribution of goods on a 

global scale. Maritime transportation is responsible for 

roughly 90% of traded goods, and as the demand for global 

transportation increases, the maritime trade volumes are 

expected to triple by 2050 [100]. To ensure the safety of boats 

and goods in transportation, these vessels use Very High 

Frequency (VHF) radios for functions such as navigation, 

ship-to-shore communication, distress calling, National 

Oceanic and Atmospheric Administration weather broadcasts, 

etc. [101]. Boats also make use of the Automatic 

Identification System (AIS) to share data such as location, 

course, heading, destination, tonnage, speed, and more [102]. 

The use of MANETs communication using the VHF band 

can aid in eliminating the need for “high-cost IP networks 

currently provided by satellite communication” [103]. In 

addition to cost, there are additional difficulties regarding 

maritime networks. Once they are configured, maritime 

networks are left “virtually” unmanaged, and the bandwidth 

connecting maritime ships is often “insufficient even to 

support the network traffic generated locally” [40]. 

To explore the usage of MANETs in a maritime network, 

Moshin et al. (2015) explored four different scenarios to 

investigate how marine traffic patterns affect the 

effectiveness of MANET routing protocols [103]. For the 

first scenario, the NS2 simulator was used. There were 

50-200 nodes spread within an area of 400x300km range 

[103]. For the second scenario, real ship locations were 

simulated. This was done by simulating 60 static nodes 

located in the English Channel between Clacton-on-Sea (UK) 

and Middleburg (France) over a 200x200km simulation area 

[103]. These ship locations were collected from the live AIS 

data website [103]. For the third scenario, the same 

parameters as the second scenario was used, except real 

mobility patterns (consisting of ship speed and direction) 

were extracted from the AIS data [103]. For the fourth 

scenario, vessel traffic was simulated in the North Sea using 

AIS data (speed, location, and direction) of 30 mobile vessels 

over a 300x300km area [103]. Moshin et al. (2015) explored 

the effectiveness of 3 MANET routing protocols: Ad-hoc 

On-Demand Vector Routing (AODV), Ad-hoc On-Demand 

Multipath Distance Vector Routing (AOMDV), and 

Destination-Sequenced Distance-Vector Routing (DSDV). It 

was shown that on average the use of AOMDV routing 

protocol had a better packet delivery ratio than DSDV and 

AODV protocols [103]. It was also shown that scenarios 3 

and 4 (which used real-life data) had better packet delivery 

ratios because most vessels use navigational routes that 

follow pathways [103]. Further, it was shown that AOMDV 

performed best and that communication with MANETs using 

existing VHF infrastructure available on ships was effective 

up to a 40km range [102]. Overall, Moshin et al. (2015) were 

able to show that MANETs can be applied to low-cost small 

vessels using existing onboard equipment to support 

communication. 

Current developments in MANET ship-to-ship 

communication were also explored in [48]. They list that 

British researchers Pullin et al. (2008) demonstrated that 

ship-to-ship communication using 160Mh VHF-MANET 

was possible [104] and that Wu Huafeng also researched the 

use of short wave MANET to provide long-distance 

ship-to-ship communication (tens of miles and more) [105]. 

Li et al. (2018) also discuss the use of three heterogeneous 

wireless communication networks (MANET being one of the 

3) for ship communication [48]. The MANET network would 

be responsible for ship-to-ship communications, whereas 

cellular gateways and satellite gateways are used to interface 

with MANET to provide onshore and offshore 

communication [48]. 

All in all, the potential for the use of MANETs for 

ship-to-ship and ship-to-shore communication is clearly there, 

however, it needs to be developed and further refined. 

 

IV. CONCLUSION 

MANETs are a technology that is here to stay and can have 

many uses and benefits for various sectors in today’s society. 

It is important that this technology continues to be expanded 

upon to accomplish milestones such as improving the quality 

of education in remote areas or aiding in saving lives 

post-disaster. This paper investigated a broad set of MANET 

applications and newly proposed improvements. This paper 

concludes that there is a possible application for MANET use 

in almost every domain or industry sector today. In addition, 

this paper also discusses the challenges that MANETs still 

face, which influence their ability to “get the job done” when 

it comes to industrial applications. The research surveyed in 
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this paper provides a foundation regarding the potential of 

MANETs, while also leaving room for future researchers to 

build upon as well. 
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